**Schneider Electric** **s'associe à Fortinet pour sécuriser la transformation numérique**

## Renforcer la capacité à sécuriser les opérations tout au long du cycle de vie de l'entreprise

## Permettre une réponse dynamique aux cybermenaces en constante évolution

## Combiner expertise et technologie pour bénéficier des avantages d'un IIoT sûr

**Rueil-Malmaison (France), 19 août 2020** – Schneider Electric, leader de la transformation numérique de la gestion de l’énergie et des automatismes, et Fortinet, leader mondial dans le domaine des solutions de cybersécurité intégrées et automatisées, se sont associés pour former un partenariat stratégique visant à fournir des solutions de cybersécurité répondant aux besoins uniques des réseaux OT. Selon les termes de l'accord, Schneider Electric intégrera les pare-feu, l'accès sécurisé et d'autres solutions de protection des équipements de Fortinet dans ses propres solutions de cybersécurité afin d'aider ses clients à sécuriser et à protéger leurs opérations de plus en plus numériques.

« Les entreprises doivent gérer la cybersécurité à tous les niveaux de leurs opérations et de manière continue, surtout lorsqu'elles tirent parti des nouvelles technologies numériques pour faciliter leurs opérations », a déclaré Jay Abdallah, vice-président du service dédié à la cybersécurité chez Schneider Electric. « Aujourd'hui, plus que jamais, il est essentiel que les propriétaires-exploitants traitent les risques de cybersécurité dès le départ et qu'ils mettent en œuvre les meilleures solutions de cybersécurité adaptées à leurs besoins et environnements. En combinant notre technologie, notre expérience et notre expertise aux produits Fortinet, nous sommes mieux à même de développer et de mettre en œuvre des solutions globales personnalisées qui, non seulement, permettent aux clients d'effectuer leur transformation numérique, mais améliorent leur capacité à gérer les risques de cybersécurité tout au long des opérations. »

En tant qu'intervenant dans le webinaire gratuit de Fortinet intitulé *Securing the Future of Industrial Controls: Insights from an Operations Leader Survey*, Jay Abdallah se joindra aux experts de Fortinet et à d'autres leaders du secteur pour discuter de la convergence IT-OT, de l'impact du nombre croissant de périphériques IoT sur les environnements industriels et de comment la mise en œuvre des meilleures pratiques va permettre de relever les défis liés à la sécurisation du paysage transformé par le numérique. **Le séminaire en ligne aura lieu le 20 août 2020 à 12 h 00 HAE. Consultez le site Web pour obtenir plus d'informations et vous** [**inscrire**](https://register.gotowebinar.com/register/6581686907418531600)**.**

Des offres dynamiques pour des cybermenaces tout aussi dynamiques

Dans un contexte où les vecteurs de menace peuvent changer d'une heure à l'autre et où l'infrastructure stratégique et les industries de production internationales font face à des menaces croissantes, la cybersécurité n'est pas une mesure ponctuelle. Parce que les risques sont dynamiques, l'approche de gestion et d'atténuation des cyberrisques se doit également de l'être. Toutefois, les différentes opérations nécessitent des solutions différentes et leurs besoins évoluent au fil du temps. En réunissant la technologie, l'expertise et l'expérience de Schneider Electric en matière de gestion des systèmes IT et OT stratégiques avec les offres de cybersécurité de Fortinet, le partenariat promet de proposer des solutions de cybersécurité et de prévention des menaces plus robustes, adaptées aux besoins uniques et évolutifs des entreprises dans presque tous les secteurs.

L'accord est structuré de manière à permettre aux entreprises de développer conjointement des solutions de cybersécurité pour des industries et des applications spécifiques. Les clients auront donc davantage accès à des produits de pointe et à des solutions de cybersécurité personnalisées et flexibles, grâce aux applications Fortinet intégrées aux offres Schneider Electric.

L'intégration des offres et de l'expertise pour créer de la valeur et gérer les risques

« En tant que leader en matière de sécurité OT, nous sommes heureux de nous associer à Schneider Electric pour permettre aux entreprises qui adoptent l'innovation numérique de bénéficier des avantages d'Internet et des périphériques IIoT connectés », a déclaré Rick Peters, Responsable de la sécurité des systèmes d'information, Technologies opérationnelles, chez Fortinet. « En proposant des solutions de cybersécurité de pointe personnalisées pour les environnements OT, nous sommes en mesure de protéger les entreprises en réduisant les risques de cybersécurité dans les environnements à multiples vecteurs de menaces. Ce partenariat réunit deux entreprises leaders du secteur qui comprennent parfaitement les besoins, les exigences et les contraintes des environnements OT. Elles vont travailler ensemble pour proposer des solutions de cybersécurité uniques. Nous sommes impatients de collaborer avec Schneider Electric, un partenariat qui réunit les meilleures technologies et compétences disponibles. »

À propos de Schneider Electric

Chez Schneider Electric, nous croyons que **l’accès à l’énergie et au digital** est un droit fondamental. A chaque instant, nous donnons à chacun le pouvoir d’**utiliser au mieux son énergie et ses ressources**, partout dans le monde. ***Life is On****.\**

Nous développons des **solutions numériques combinant énergie et automatismes**, pour **plus d’efficacité, au service d’un monde plus durable**.Grâce à nos technologies uniques de gestion de l’énergie, d’automatismes en temps réel, de logiciels et de services, nous proposons des solutions intégrées pour l’habitat résidentiel, les bâtiments tertiaires, les data centers, les infrastructures et les industries.

Cette vision partagée, ce désir permanent **d’innover** au service de notre **mission**, sont au cœur de nos **valeurs** et rassemblent notre **communauté** de par le monde.
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